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Service Lifecycle Modules

The Service Lifecycle series is focused on each stage of the Lifecycle and syllabuses are matched to each of the 

five core practice areas. A certificate exam is given for each module. Each module of the Lifecycle series covers 

an introduction to the Service Lifecycle, the principles, processes, functions and activities within that stage of the 

ITIL Service Management Lifecycle, along with technology and implementation

The Lifecycle modules are

• Service Strategy - • Service Design - • Service Transition - • Service Operation • Continual Service 

Improvement

Service Capability modules 

The Service Capability series is focused on role based clusters in a modular set, each with a certification. Each 

cluster contains groupings of processes and roles from within ITIL IT Service Management, intended to offer 

candidates a balanced knowledge of ITIL practices which have direct interaction and dependencies in their daily 

use.

The Capability modules are

OSA – PPO – RCV - SOA
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• Vendor-neutral ITIL service management practices are applicable in any IT organization because they are 

not based on any particular technology platform or industry type. ITIL is owned by the UK government and 

is not tied to any commercial proprietary practice or solution.

• Non-prescriptive ITIL offers robust, mature and time-tested practices that have applicability to all types of 

service organization. It continues to be useful and relevant in public and private sectors, internal and 

external service providers, small, medium and large enterprises, and within any technical environment. 

Organizations should adopt ITIL and adapt it to meet the needs of the IT organization and their customers.

• Best practice ITIL represents the learning experiences and thought leadership of the world’s best-in-class 

service providers.
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• Services facilitate outcomes by enhancing the performance of associated tasks and reducing the effect of 

constraints. These constraints may include regulation, lack of funding or capacity, or technology limitations. 

The end result is an increase in the probability of desired outcomes. While some services enhance 

performance of tasks, others have a more direct impact – they perform the task itself.

• An outcome-based definition of service moves IT organizations beyond business–IT alignment towards 

business–IT integration. Internal dialogue and discussion on the meaning of services is an elementary step 

towards alignment and integration with a customer’s business

• Customer outcomes become the ultimate concern of business relationship managers instead of the 

gathering of requirements, which is necessary but not sufficient. Requirements are generated for internal 

coordination and control only after customer outcomes are well understood
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Supporting services may be of many different types or go by many different names, such as infrastructure 

services, network services, application services or technical services. Whatever terms are used by a service 

provider to describe the different types of supporting service they may choose to recognize, the use and scope 

of each term should be clearly defined and agreed within the organization to avoid confusion
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Value is captured by the customer of two elements of a Service: Utility or fitness for purpose and warranty or 

fitness for use.

Utility is the functionality offered by a product or service to meet a particular need. Utility can be summarized as 

‘what the service does’, and can be used to determine whether a service is able to meet its required outcomes, 

or is ‘fit for purpose’. 

Warranty is an assurance that a product or service will meet its agreed requirements. Warranty can be 

summarized as ‘how the service is delivered’, and can be used to determine whether a service is ‘fit for use’. 

Utility is used to improve the performance of the tasks required to achieve an outcome, or to remove constraints 

that prevent the task from being performed adequately (or both). Warranty requires the service to be available, 

continuous and secure and to have sufficient capacity for the service to perform at the required level. If the 

service is both fit for purpose and fit for use, it will create value.

Utility is what the customer gets, and warranty is how it is delivered.

Customers cannot benefit from something that is fit for purpose but not fit for use, and vice versa. 
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Asset: Any resource or capability.

Customer asset: Any resource or capability used by a customer to achieve a business outcome.

Service asset: Any resource or capability used by a service provider to deliver services to a customer

Capabilities are typically experience-driven, knowledge-intensive, information-based and firmly embedded within 

an organization’s people, systems, processes and technologies.

Capabilities by themselves cannot produce value without adequate and appropriate resources. The productive 

capacity of a service provider is dependent on the resources under its control. Capabilities are used to develop, 

deploy and coordinate this productive capacity. 
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• Internal customers are people or departments who work in the same organization as the service provider

• External customers are people who are not employed by the organization, or organizations that are 

separate legal entities, that purchase services from the service provider in terms of a legally binding 

contract or agreement.

• Internal customer-facing service: An IT service that directly supports a business process managed by 

another business unit – for example, sales reporting service, enterprise resource management.

• External customer-facing service: An IT service that is directly provided by IT to an external customer – for 

example, internet access at an airport

• Supporting service: A service that is not directly used by the business, but is required by the IT service 

provider so they can provide other IT services – for example, directory services, naming services, the 

network or communication services.

Internal and external services is to differentiate between services that support an internal activity, and those that 

actually achieve business outcomes.

it is important to recognize that internal services have to be linked to external services before their contribution 

to business outcomes can be understood and measured. This is especially important when measuring the return 

on investment of services
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Service management capabilities are influenced by the following challenges that distinguish services from other 

systems of value creation, such as manufacturing, mining and agriculture:

Intangible nature of the output and intermediate products of service processes: they are difficult to measure, 

control and validate (or prove)

Demand is tightly coupled with the customer’s assets: users and other customer assets such as processes, 

applications, documents and transactions arrive with demand and stimulate service production

High level of contact for producers and consumers of services: there is little or no buffer between the service 

provider’s creation of the service and the customer’s consumption of that service

The perishable nature of service output and service capacity: there is value for the customer from assurance on 

the continued supply of consistent quality. Providers need to secure a steady supply of demand from customers.



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

19© 2012 QAI India Ltd.   I 

Reader’s Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

20© 2012 QAI India Ltd.   I 

Processes define actions, dependencies and sequence. Well-defined processes can improve productivity within 

and across organizations and functions. Process characteristics include:

Measurability We are able to measure the process in a relevant manner. It is performance-driven. Managers 

want to measure cost, quality and other variables while practitioners are concerned with duration and 

productivity.

Specific results The reason a process exists is to deliver a specific result. This result must be individually 

identifiable and countable.

Customers Every process delivers its primary results to a customer or stakeholder. Customers may be internal 

or external to the organization, but the process must meet their expectations.

Responsiveness to specific triggers While a process may be ongoing or iterative, it should be traceable to a 

specific trigger
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A process is organized around a set of objectives. The main outputs from the process should be driven by the 

objectives and should include process measurements (metrics), reports and process improvement.

The output produced by a process has to conform to operational norms that are derived from business 

objectives. If products conform to the set norm, the process can be considered effective (because it can be 

repeated, measured and managed, and achieves the required outcome). If the activities of the process are 

carried out with a minimum use of resources, the process can also be considered efficient.

Inputs are data or information used by the process and may be the output from another process.

A process, or an activity within a process, is initiated by a trigger. A trigger may be the arrival of an input or other 

event. For example, the failure of a server may trigger the event management and incident management 

processes.

A process may include any of the roles, responsibilities, tools and management controls required to deliver the 

outputs reliably. A process may define policies, standards, guidelines, activities and work instructions if they are 

needed.

Processes, once defined, should be documented and controlled
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Service Strategy represents policies and objectives.

• The Service Design stage of the lifecycle starts with a set of new or changed business requirements and 

ends with the development of a service solution designed to meet the documented needs of the business. 

• This developed solution is then passed to Service Transition to evaluate, build, test and deploy the new or 

changed service 

• On completion of these transition activities; control is transferred to the Service Operation stage of the 

service lifecycle. 

• Continual Service Improvement represents learning and improvement
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Service Strategy; At the centre of the service lifecycle is service strategy. ITIL Service Strategy provides 

guidance on how to view service management not only as an organizational capability but as a strategic asset. 

Service design is the stage in the lifecycle that turns a service strategy into a plan for delivering the business 

objectives. ITIL Service Design provides guidance for the design and development of services and service 

management practices. 

ITIL Service Transition provides guidance for the development and improvement of capabilities for introducing 

new and changed services into supported environments. It ensures that the value(s) identified in the service 

strategy, and encoded in service design, are effectively transitioned so that they can be realized in service 

operation.

ITIL Service Operation describes best practice for managing services in supported environments. It includes 

guidance on achieving effectiveness and efficiency in the delivery and support of services to ensure value for 

the customer, the users and the service provider.

ITIL Continual Service Improvement provides guidance on creating and maintaining value for customers through 

better strategy, design, transition and operation of services. It combines principles, practices and methods from 

quality management, change management and capability improvement.
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Business objectives

The structure of a business case varies from organization to organization. What they all have in common is a 

detailed analysis of business impact or benefits. Business impact is in turn linked to business objectives. A 

business objective is the reason for considering a service management initiative in the first place. 
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Identifying the Risks: Get as many ideas as possible about what might threaten the success of a project or 

strategy

Analyzing the Risks: Risk management approaches use both qualitative and quantitative techniques for 

analyzing the risks.

Managing the Risks: Once the risks have been assessed and documented, together with their action plans, the 

risk management plan must be reviewed regularly
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For the service lifecycle to be successful, an organization will need to clearly define the roles and responsibilities 

required to undertake the processes and activities involved in each lifecycle stage. These roles will need to be 

assigned to individuals, and an appropriate organization structure of teams, groups or functions will need to be 

established and managed. These are defined as follows:

• Group A group is a number of people who are similar in some way. In ITIL, groups refer to people who 

perform similar activities – even though they may work on different technologies or report into different 

organizational structures or even different companies. Groups are usually not formal organizational 

structures, but are very useful in defining common processes across the organization – for example, 

ensuring that all people who resolve incidents complete the incident record in the same way.

• Team A team is a more formal type of group. These are people who work together to achieve a common 

objective, but not necessarily in the same organizational structure. Team members can be co-located, or 

work in multiple locations and operate virtually. Teams are useful for collaboration, or for dealing with a 

situation of a temporary or transitional nature. Examples of teams include project teams, application 

development teams (often consisting of people from several different business units) and incident or 

problem resolution teams.

• Department Departments are formal organizational structures which exist to perform a specific set of 

defined activities on an ongoing basis. Departments have a hierarchical reporting structure with managers 

who are usually responsible for the execution of the activities and also for day-to-day management of the 

staff in the department.

• Division A division refers to a number of departments that have been grouped together, often by geography 

or product line. A division is normally self-contained
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When designing a service or a process, it is imperative that all the roles are clearly defined. A trademark of high-

performing organizations is the ability to make the right decisions quickly and execute them effectively. Whether 

the decision involves a strategic choice or a critical operation, being clear on who has input, who decides and 

who takes action will enable the organization to move forward rapidly.

Whether RACI or some other tool or model is used, the important thing is to not just leave the assignment of 

responsibilities to chance or leave it to the last minute to decide. Conflicts can be avoided and decisions can be 

made quickly if the roles are allocated in advance.
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Service owner role: To ensure that a service is managed with a business focus, the definition of a single point of 

accountability is absolutely essential to provide the level of attention and focus required for its delivery.

The service owner is accountable for the delivery of a specific IT service. The service owner is responsible to the 

customer for the initiation, transition and ongoing maintenance and support of a particular service and accountable 

to the IT director or service management director for the delivery of the service. The service owner’s accountability 

for a specific service within an organization is independent of where the underpinning technology components, 

processes or professional capabilities reside

Process owner role: The process owner role is accountable for ensuring that a process is fit for purpose. This role 

is often assigned to the same person who carries out the process manager role, but the two roles may be separate 

in larger organizations. The process owner role is accountable for ensuring that their process is performed according 

to the agreed and documented standard and meets the aims of the process definition

Process manager role: The process manager role is accountable for operational management of a process. There 

may be several process managers for one process, for example regional change managers or IT service continuity 

managers for each data centre. The process manager role is often assigned to the person who carries out the 

process owner role, but the two roles may be separate in larger organizations

Process practitioner role: A process practitioner is responsible for carrying out one or more process activities.

In some organizations, and for some processes, the process practitioner role may be combined with the process 

manager role; in others there may be large numbers of practitioners carrying out different parts of the process
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Service Portfolio represents present contractual commitments, new service development, and ongoing service 

improvement plans initiated by Continual Service Improvement. The portfolio also includes third-party services, 

which are an integral part of service offerings to customers. Some third-party services are visible to the 

customers (e.g. desktop repairs) while others are not (e.g. wide area networking services).

The service portfolio also identifies those services in a conceptual stage, namely all services the organization 

would provide if it had unlimited resources, capabilities and funding. This documentation exercise facilitates 

understanding of the opportunity costs of the existing portfolio and better fiscal discipline. 

The Service Portfolio is divided into three phases: Service Catalogue, Service Pipeline and Retired Services
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The Service Portfolio represents all the resources presently engaged or being released in various phases of the 

Service Lifecycle. Each phase requires resources for completion of projects, initiatives and contracts. This is a 

very important governance aspect of Service Portfolio Management (SPM).

Entry, progress and exit are approved only with approved funding and a financial plan for recovering costs or 

showing profit as necessary. The Portfolio should have the right mix of services in the pipeline and catalogue to 

secure the financial viability of the service provider. The Service Catalogue is the only part of the Portfolio that 

recovers costs or earns profits. 
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The catalogue is useful in developing solutions for customers from one or more services. Items in the catalogue 

can be configured and suitably priced to fulfil a particular need. The service catalogue is an important tool for 

service strategy because it represents the service provider’s actual and present capabilities. Many customers 

are only interested in what the provider can commit now, rather than in future.

In addition, the service catalogue serves as a service order and demand channelling mechanism. It defines and 

communicates the policies, guidelines and accountability required for the service provider to deliver and support 

services to its customers. 
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Governance is the single overarching area that ties IT and the business together, and services are one way of 

ensuring that the organization is able to execute that governance. Governance is what defines the common 

directions, policies and rules that both the business and IT use to conduct business.

Many ITSM strategies fail because they try to build a structure or processes according to how they would like 

the organization to work instead of  working within the existing governance structures.

Governance needs to be able to evaluate, direct and monitor the strategy, policies and plans.
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PBA operate in a dynamic environment, they are often dynamic themselves. However, since services often 

directly support one or more PBA, and since PBA achieve business outcomes it is important that they are 

properly understood and aligned to services.



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

40© 2012 QAI India Ltd.   I 



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

41© 2012 QAI India Ltd.   I 

Reader’s 
Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

42© 2012 QAI India Ltd.   I 

Reader’s 
Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

43© 2012 QAI India Ltd.   I 

Reader’s 
Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

44© 2012 QAI India Ltd.   I 

Reader’s 
Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

45© 2012 QAI India Ltd.   I 

Reader’s 
Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

46© 2012 QAI India Ltd.   I 

There are two distinct cycles associated with accounting, budgeting and charging:

A planning cycle (annual), where cost projections and workload forecasting form a basis for cost calculations 

and price setting

An operational cycle (monthly or quarterly) where costs are monitored and checked against budgets, bills are 

issued and revenue collected.
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Provides guidance for the design of appropriate and innovative IT services to meet current and future agreed 

business requirements.

Describes the principles of service design and looks at identifying, defining and aligning the IT solution with the 

business requirement.

It also introduces the concept of the service design package and looks at selecting the appropriate service 

design model
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It is important that a holistic, results-driven approach to all aspects of design is adopted, and that when changing 

or amending any of the individual elements of design all other aspects are considered. When designing and 

developing a new application, this should not be done in isolation, but should also consider the impact on the 

overall service, the management information systems and tools (e.g. service portfolio and service catalogue), 

the architectures, the technology, the service management processes, and the necessary measurements and 

metrics. This will ensure not only that the functional elements are addressed by the design, but also that all of 

the management and operational requirements are addressed as a fundamental part of the design and are not 

added as an afterthought.
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Contents of the Service Design Package:

• Requirements

• Service Design

• Organizational Readiness Assessment

• Service Lifecycle Plan

• Service Acceptance Criteria
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The SLM process should include:

• Cooperation with the business relationship management process

• Negotiation and agreement of future service level requirements and targets, and the documentation and 

management of SLRs for all proposed new or changed services

• Negotiation and agreement of current service level requirements and targets, and the documentation 

and management of SLAs for all operational services

• Development and management of appropriate OLAs to ensure that targets are aligned with SLA targets

• Review of all supplier agreements and underpinning contracts

• Proactive prevention of service failures, reduction of service risks and improvement

• Reporting and management of all service level achievements and review of all SLA breaches 

• Periodic review, renewal and/or revision of SLAs, service scope and OLAs as appropriate

• Identifying improvement opportunities for inclusion in the CSI register

• Reviewing and prioritizing improvements in the CSI register

• Instigating and coordinating SIPs for the management, planning and implementation

The SLM process does not include:

• Negotiation and agreement of requirements for service functionality (utility), except to the degree 

functionality influences a service level requirement or target

• Detailed attention to the activities necessary to deliver service levels

• Negotiation of underpinning supplier contracts and agreements
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The emphasis must be on agreement, and SLAs should not be used as a way of holding one side or the other to 

ransom. A true partnership should be developed between the IT service provider and the customer, so that a 

mutually beneficial agreement is reached – otherwise the SLA could quickly fall into disrepute and a ‘blame 

culture’ could develop that would prevent any true service quality improvements from taking place.
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Service-based SLA: This may appear fairly straightforward. However, difficulties may arise if the specific 

requirements of different customers vary for the same service, or if characteristics of the infrastructure mean that 

different service levels are inevitable (e.g. head office staff may be connected via a high-speed LAN, while local 

offices may have to use a lower-speed WAN line). In such cases, separate targets may be needed within the 

one agreement. Difficulties may also arise in determining who should be the signatories to such an agreement. 

However, where common levels of service are provided across all areas of the business (for example, email or 

telephony), the service-based SLA can be an efficient approach to use. Multiple classes of service (for example, 

gold, silver and bronze) can also be used to increase the effectiveness of service-based SLAs.

Customer-based SLA: Customers often prefer such an agreement, as all of their requirements are covered in a 

single document. Only one signatory is normally required, which simplifies this issue.
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The service catalogue management process covers:

• Contribution to the definition of services and service packages

• Development and maintenance of service and service package descriptions appropriate for the service 

catalogue

• Production and maintenance of an accurate service catalogue

• Interfaces, dependencies and consistency between the service catalogue and the overall service portfolio

• Interfaces and dependencies between all services and supporting services within the service catalogue and 

the CMS

• Interfaces and dependencies between all services, and supporting components and configuration items 

(CIs) within the service catalogue and the CMS.

The service catalogue management process does not include:

• Detailed attention to the capturing, maintenance and use of service asset and configuration data as 

performed through the service asset and configuration management process (see ITIL Service Transition)

• Detailed attention to the capturing, maintenance and fulfilment of service requests as performed through 

request fulfilment (see ITIL Service Operation).
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The availability management process should include:

• Monitoring of all aspects of availability, reliability and maintainability of IT services and the supporting 

components, with appropriate events, alarms and escalation, with automated scripts for recovery

• Maintaining a set of methods, techniques and calculations for all availability measurements, metrics and 

reporting

• Actively participating in risk assessment and management activities

• Collecting measurements and the analysis and production of regular and ad hoc reports on service and 

component availability

• Understanding the agreed current and future demands of the business for IT services and their availability

• Influencing the design of services and components to align with business availability needs

• Producing an availability plan that enables the service provider to continue to provide and improve services 

in line with availability targets defined in SLAs, and to plan and forecast future availability levels required, as 

defined in SLRs

• Maintaining a schedule of tests for all resilience and fail-over components and mechanisms

• Assisting with the identification and resolution of any incidents and problems associated with service or 

component unavailability

• Proactively improving service or component availability wherever it is cost-justifiable and meets the needs 

of the business.



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

72© 2012 QAI India Ltd.   I 

Service Availability:  This involves all aspects of service availability and unavailability and the impact of 

component availability, or the potential impact of component unavailability on service availability.

Component Availability:  This involves all aspects of component availability and unavailability.

Reliability:  It  is a measure of how long a service, component or CI can perform its agreed function without 

interruption. 

Maintainability: Maintainability is a measure of how quickly and effectively a service, component or CI can be 

restored to normal working after a failure.

Serviceability: Serviceability is the ability of a third-party supplier to meet the terms of its contract.

Vital Business Functions(VBF): The term vital business function (VBF) is used to reflect the part of a business 

process that is critical to the success of the business. 
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IT supplier management often has to comply with organizational or corporate standards, guidelines and 

requirements, particularly those of corporate legal, finance and purchasing,
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The capacity management process should include:

• Monitoring patterns of business activity through performance, utilization and throughput of IT services and 

the supporting infrastructure, environmental, data and applications components and the production of 

regular and ad hoc reports on service and component capacity and performance

• Undertaking tuning activities to make the most efficient use of existing IT resources

• Understanding the agreed current and future demands being made by the customer for IT resources, and 

producing forecasts for future requirements

• Influencing demand in conjunction with the financial management for IT services and demand management 

processes

• Producing a capacity plan that enables the service provider to continue to provide services of the quality 

defined in SLAs and that covers a sufficient planning timeframe to meet future service levels required as 

defined in the service portfolio and SLRs

• Assisting with the identification and resolution of any incidents and problems associated with service or 

component capacity or performance

• The proactive improvement of service or component performance, wherever it is cost-justifiable and meets 

the needs of the business
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There are many similar activities that are performed by each of the above sub-processes, but each sub-process 

has a very different focus. Business capacity management is focused on the current and future business 

requirements, while service capacity management is focused on the delivery of the existing services that support 

the business, and component capacity management is focused on the IT infrastructure that underpins service 

provision. 
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The IT Service Continuity Management process should include:

• The agreement of the scope of the ITSCM process and the policies adopted

• BIA to quantify the impact loss of IT service would have on the business

• Risk assessment and management – the risk identification and risk assessment to identify potential threats 

to continuity and the likelihood of the threats becoming reality. This also includes taking measures to 

manage the identified threats where this can be cost-justified. The approach to managing these threats will 

form the core of the ITSCM strategy and plans

• Production of an overall ITSCM strategy that must be integrated into the BCM strategy. This can be 

produced following the two steps identified above, and is likely to include elements of risk reduction as well 

as selection of appropriate and comprehensive recovery options

• Production of an ITSCM plan, which again must be integrated with the overall BCM plans

• Testing of the plans

• Ongoing operation and maintenance of the plans.
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Most design coordination process activity focuses around those design efforts that are part of a project, as well 

as those that are associated with changes of defined types. Typically, the changes that require the most 

attention from design coordination are major changes, but any change that an organization believes could 

benefit from design coordination may be included.

The design coordination process does not include: 

Responsibility for any activities or processes outside of the design stage of the service lifecycle.

Responsibility for designing the detailed service solutions themselves or the production of the individual parts of 

the SDPs. These are the responsibility of the individual projects or service management processes.
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Service Transition considers:

•Managing the complexity associated with changes to services and service management processes

•Allowing for innovation while minimizing the unintended consequences of change

•Introducing new services

•Changes to existing services

•Decommissioning and discontinuation of services, applications or other service components

•Transferring services to and from other service providers

•The scope also includes the transition of changes in the service provider’s service management capabilities 

that will impact on the ways of working, the organization, people, projects and third parties involved in service 

management
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A configuration record is a set of attributes and relationships about a CI. Configuration records are stored in a 

configuration management database (CMDB) and managed with a configuration management system (CMS). It 

is important to note that CIs are not stored in a CMDB; configuration records describe CIs that are stored in the 

CMDB.

Example of varieties of Cis:

• Service Lifecycle Cis

• Service Cis

• Organization Cis

• Internal Cis

• External Cis

• Interface CIs
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The presentation layer of the CMS will contain views and dashboards that are required by people who need 

access to configuration information, for example:

Change and release view Used by personnel responsible for change management and release and 

deployment management

Technical configuration view Used to support the needs of personnel in technical and application 

management functions

Service desk view For use by the service desk, for example when logging and managing incidents and service 

requests

Configuration lifecycle view Used by service asset and configuration management personnel who are 

responsible for managing the lifecycle of configuration items.
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Specifically within IT Service Management, Knowledge Management will be focused within the Service 

Knowledge Management System (SKMS) concerned, as its name implies, with knowledge. Underpinning this 

knowledge will be a considerable quantity of data, which will be held in a central logical repository or 

Configuration Management System (CMS) and Configuration Management Database (CMDB). However, clearly 

the SKMS is a broader concept that covers a much wider base of knowledge, for example:

The slide diagram is a very simplified illustration of the relationship of the three levels, with data being gathered 

within the CMDB, and feeding through the CMS into the SKMS and supporting the informed decision making 

process.
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Examples of items that should be stored in an SKMS include:

• The service portfolio

• The configuration management system (CMS)

• The definitive media library (DML)

• Service level agreements (SLAs), contracts and operation level agreements (OLAs)

• The information security policy

The supplier and contract management information system (SCMIS), including suppliers’and partners’ 

requirements, abilities and expectations

• Budgets

• Cost models

• Business plans

• CSI register

• Service improvement plans
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The exact configuration of the DML is defined during the planning activities. The definition includes:

• Medium, physical location, hardware and software to be used, if kept online – some service asset and 

configuration management support tools incorporate document or software libraries, which can be regarded 

as a logical part of a DML

• Naming conventions for file-store areas and physical media

• Environments supported, e.g. test and live environments

• Security arrangements for submitting changes and issuing documentation and software, plus backup and 

recovery procedures
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The seven Service Transition processes are listed on the slide. Some of these processes are used throughout 

the service lifecycle, but are addressed in Service Transition since they are central to effective Service 

Transition.

The scope of this course include the following Service Transition processes:-

• Change Management

• Service Asset and Configuration Management

• Release and Deployment Management



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

106© 2012 QAI India Ltd.   I 

Reader’s Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

107© 2012 QAI India Ltd.   I 

Reader’s Note



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

108© 2012 QAI India Ltd.   I 

Different types of change may require different types of change request. For example, a major change may 

require a change proposal, which is usually created by the service portfolio management process. An 

organization needs to ensure that appropriate procedures and forms are available to cover the anticipated 

requests. Avoiding a bureaucratic approach to documenting a minor change removes some of the cultural 

barriers to adopting the change management process.
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These models are usually input to the change management support tools; the tools then automate the handling, 

management, reporting and escalation of the process.
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This remediation may require a revisiting of the change itself in the event of failure, or may be so severe that it 

requires invoking the organization’s business continuity plan. Only by considering what remediation options are 

available before instigating a change, and by establishing that the remediation is viable (e.g. it is successful 

when tested), can the risk of the proposed change be determined and appropriate decisions taken. Change 

implementation plans should include milestones and other triggers for implementation of remediation in order to 

ensure that there is sufficient time in the agreed change window for back-out or other remediation when 

necessary.
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Figure shows an example of a change to the service provider’s services, applications or infrastructure. 

Examples of the status of the change are shown in italics. Change and configuration information is updated all 

the way through the activities. This example shows authorization for change build and test and for change 

deployment. In practice there may be additional authorization steps, for example to authorize change design or 

change development. 
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• Ensure that organization and stakeholder change is managed during release and deployment activities 

• Ensure that a new or changed service and its enabling systems, technology and organization are capable 

of delivering the agreed utility and warranty

• Record and manage deviations, risks and issues related to the new or changed service and take necessary 

corrective action

• Ensure that there is knowledge transfer to enable the customers and users to optimize their use of the 

service to support their business activities

• Ensure that skills and knowledge are transferred to service operation functions to enable them to effectively 

and efficiently deliver, support and maintain the service according to required warranties and service levels.
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There are four phases to release and deployment Management

Release and deployment planning: Plans for creating and deploying the release are created. This phase 

starts with change management authorization to plan a release and ends with change management 

authorization to create the release.

Release build and test: The release package is built, tested and checked into the DML. This phase starts with 

change management authorization to build the release and ends with change management authorization for the 

baselined release package to be checked into the DML by service asset and configuration management. This 

phase only happens once for each release.

Deployment : The release package in the DML is deployed to the live environment. This phase starts with 

change management authorization to deploy the release package to one or more target environments and ends 

with handover to the service operation functions and early life support. There may be many separate 

deployment phases for each release, depending on the planned deployment options.

Review and close: Experience and feedback are captured, performance targets and achievements are 

reviewed and lessons are learned.
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Exclusions: Detailed attention to the capturing, maintenance and use of configuration data is set out in Service 

Asset and Configuration Management
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Service asset and configuration management ensures that CIs are identified, baselined and maintained and that 

changes to them are controlled. It also ensures that releases into controlled environments and operational use 

are done on the basis of formal authorization. It provides a configuration model of the services and service 

assets by recording the relationships between configuration items. SACM may cover non-IT assets, work 

products used to develop the services and CIs required to support the service that would not be classified as 

assets by other parts of the business.

The scope includes interfaces to internal and external service providers where there are assets and 

configuration items that need to be controlled, e.g. shared assets.
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The purpose of Service Operation is to coordinate and carry out the activities and processes required to deliver 

and manage services at agreed levels to business users and customers. Service Operation is also responsible 

for the ongoing management of the technology that is used to deliver and support services.

Well-designed and well-implemented processes will be of little value if the day-to-day operation of those 

processes is not properly conducted, controlled and managed. Nor will service improvements be possible if day-

to-day activities to monitor performance, assess metrics and gather data are not systematically conducted 

during Service Operation.
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Event  A change of state that has significance for the management of an IT service or other configuration item. 

The term is also used to mean an alert or notification created by any IT service, configuration item or monitoring 

tool. Events typically require IT operations personnel to take actions, and often lead to incidents being logged.

Alert  A notification that a threshold has been reached, something has changed, or a failure has occurred. Alerts 

are often created and managed by system management tools and are managed by the event management 

process.

Incident An unplanned interruption to an IT service or reduction in the quality of an IT service. Failure of a 

configuration item that has not yet affected service is also an incident – for example, failure of one disk from a 

mirror set.

Problem  A cause of one or more incidents. The cause is not usually known at the time a problem record is 

created, and the problem management process is responsible for further investigation.

Service Request  A formal request from a user for something to be provided – for example, a request for 

information or advice; to reset a password; or to install a workstation for a new user. Service requests are 

managed by the request fulfilment process, usually in conjunction with the service desk. Service requests may 

be linked to a request for change as part of fulfilling the request.



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

134© 2012 QAI India Ltd.   I 

In some cases it may be possible to find a workaround to the incidents caused by the problem – a temporary 

way of overcoming the difficulties. For example, a manual amendment may be made to an input file to allow a 

program to complete its run successfully and allow a billing process to complete satisfactorily, but it is important 

that work on a permanent resolution continues where this is justified – in this example the reason for the file 

becoming corrupted in the first place must be found and corrected to prevent this happening again.

When a workaround is found, it is therefore important that the problem record remains open and details of the 

workaround are documented within the problem record.

In some cases there may be multiple workarounds associated with a problem. As problem investigation and 

diagnosis activities carry on, there may be a series of improvements that do not resolve the problem, but lead to 

a progressive improvement in the quality of the workarounds available. These may impact on the prioritization of 

the problem as successive workaround solutions may reduce the impact of future related incidents, either by 

reducing their likelihood or improving the speed of their resolution
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As soon as the diagnosis is complete, and particularly where a workaround has been found (even though it may 

not yet be a permanent resolution), a known error record must be raised and placed in the KEDB so that if 

further incidents or problems arise, they can be identified and the service restored more quickly. In some cases 

it may be advantageous to raise a known error record even earlier in the overall process, even though the 

diagnosis may not be complete or a workaround found. This might be used for information purposes or to 

identify a root cause or workaround that appears to address the problem but hasn’t been fully confirmed. 

Therefore, it is inadvisable to set a concrete procedural point for exactly when a known error record must be 

raised. It should be done as soon as it becomes useful to do so! 

KEDB: The known error record should hold exact details of the fault and the symptoms that occurred, together 

with precise details of any workaround or resolution action that can be taken to restore the service and/or 

resolve the problem. An incident count will also be useful to determine the frequency with which incidents are 

likely to recur and influence priorities etc.

It should be noted that a business case for a permanent resolution for some problems may not exist. For 

example, if a problem does not cause serious disruption and a workaround exists and/or the cost of resolving 

the problem far outweighs the benefits of a permanent resolution, then a decision may be taken to tolerate the 

problem. However, it will still be desirable to diagnose and implement a workaround as quickly as possible, 

which is where the KEDB can help. It is essential that any data put into the database can be quickly and 

accurately retrieved. The problem manager should be fully trained and familiar with the search 

methods/algorithms used by the selected database and should carefully ensure that when new records are 

added, the relevant search key criteria are correctly included.

Care should be taken to avoid duplication of records. To avoid this, the problem manager should be the only 

person able to enter a new record
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A detailed description of the types of communication typical in service operation is contained in Appendix B, 

together with a description of the typical audience and the actions that are intended to be taken as a result of 

each communication. These include:

• Routine operational communication

• Communication between shifts

• Performance reporting

• Communication in projects

• Communication related to changes

• Communication related to exceptions

• Communication related to emergencies

• Training on new or customized processes and service designs

• Communication of strategy, design and transition to service operation teams.

Please note that there is no definitive medium for communication, nor is there a fixed location or frequency. In 

some organizations communication has to take place in meetings. Other organizations prefer to use email or the 

communication inherent in their service management tools.

There should therefore be a policy around communication within each team or department and for each 

process. Although this should be formal, the policy should not be cumbersome or complex
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All events are not incidents. Many classes of events are not related to disruptions at all, but are indicators of 

normal operation or are simply informational.

Although both incidents and service requests are reported to the service desk, this does not mean that they are 

the same. Service requests do not represent a disruption to agreed service, but are a way of meeting the 

customer’s needs and may be addressing an agreed target in an SLA. Service requests are dealt with by the 

request fulfillment process
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Problem management seeks to minimize the adverse impact of incidents and problems on the business that are 

caused by underlying errors within the IT Infrastructure, and to proactively prevent recurrence of incidents 

related to these errors. In order to achieve this, problem management seeks to get to the root cause of 

incidents, document and communicate known errors and initiate actions to improve or correct the situation.
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The problem management process has both reactive and proactive aspects:

• Reactive problem management is concerned with solving problems in response to one or more incidents.

• Proactive problem management is concerned with identifying and solving problems and known errors 

before further incidents related to them can occur again.

• While reactive problem management activities are performed in reaction to specific incident situations, 

proactive problem management activities take place as ongoing activities targeted to improve the overall 

availability and end user satisfaction with IT services. 

Examples of proactive problem management activities might include conducting periodic scheduled reviews of 

incident records to find patterns and trends in reported symptoms that may indicate the presence of underlying 

errors in the infrastructure.

• Conducting major incident reviews where review of ‘How can we prevent the recurrence?’ can provide 

identification of an underlying cause or error.

• Conducting periodic scheduled reviews of operational logs and maintenance records identifying patterns 

and trends of activities that may indicate an underlying problem might exist.

• Conducting periodic scheduled reviews of event logs targeting patterns and trends of warning and 

exception events that may indicate the presence of an underlying problem.

• Conducting brainstorming sessions to identify trends that could indicate the existence of underlying 

problems.

• Using check sheets to proactively collect data on service or operational quality issues that may help to 

detect underlying problems.
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Event management is therefore the basis for operational monitoring and control. If events are programmed to 

communicate operational information as well as warnings and exceptions, they can be used as a basis for 

automating many routine operations management activities, for example executing scripts on remote devices, or

submitting jobs for processing, or even dynamically balancing the demand for a service across multiple devices 

to enhance performance.
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Some organizations will be comfortable letting the service requests be handled through their incident 

management process (and tools) – with service requests being handled as a particular type of ‘incident’ (using a 

high-level categorization system to identify those ‘incidents’ that are in fact service requests). Note, however, 

that there is a significant difference here – an incident is usually an unplanned event, whereas a service request 

is usually something that can and should be planned
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A function is a logical concept that refers to the people and automated measures that execute a defined 

process, an activity or a combination of processes or activities. In larger organizations a function may be broken 

up and performed by several departments, teams and groups, or it may be embodied within a single 

organizational unit.
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The exact nature, type, size and location of a service desk will vary, depending upon the type of business, 

number of users, geography, complexity of calls, scope of services and many other factors. In alignment to 

customer and business requirements, the IT organization’s senior managers should decide the exact nature of 

its required service desk (and whether it should be internal or outsourced to a third party) as part of its overall 

ITSM strategy (see ITIL Service Strategy).

Subsequent planning must then be done to prepare for and then implement the appropriate service desk 

function (either when implementing a new function, or more likely these days when making necessary 

amendments to an existing function – see ITIL Service Design and ITIL Service Transition).
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Service desk staff execute the incident management and request fulfilment processes to restore the normal-

state service operation to the users as quickly as possible. In this context ‘restoration of service’ is meant in the 

widest possible sense. While this could involve fixing a technical fault, it could equally involve fulfilling a service 

request or answering a query – anything that is needed to allow the users to return to working satisfactorily.
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Service desk staff execute the incident management and request fulfilment processes to restore the normal-

state service operation to the users as quickly as possible. In this context ‘restoration of service’ is meant in the 

widest possible sense. While this could involve fixing a technical fault, it could equally involve fulfilling a service 

request or answering a query – anything that is needed to allow the users to return to working satisfactorily.
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By performing these two roles, technical management is able to ensure that the organization has access to the 

right type and level of human resources to manage technology and thus to meet business objectives. Defining 

the requirements for these roles starts in service strategy and is expanded in service design, validated in service 

transition and refined in CSI

Part of this role is also to ensure a balance between the skill level, utilization and cost of these resources.

An additional but very important role played by technical management is to provide guidance to IT operations 

about how best to carry out the ongoing operational management of technology.
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By performing these roles, application management is able to ensure that the organization has access to the 

right type and level of human resources to manage applications and thus to meet business objectives. This 

starts in service strategy and is expanded in service design, tested in service transition and refined in CSI . 

A key objective is to ensure a balance between the skill level and the cost of these resources.

Application management also performs other specific roles:

Providing guidance to IT operations about how best to carry out the ongoing operational management of 

applications. This role is partly carried out during the service design process, but it is also a part of everyday 

communication with IT operations management as they seek to achieve stability and optimum performance.

The integration of the application management lifecycle into the service lifecycle. 
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Operations Management generally has the following characteristics:

• There is work to ensure that a device, system or process is actually running or working (as opposed to 

strategy or planning)

• This is where plans are turned into actions

• The focus is on daily or shorter-term activities, although it should be noted that these activities will generally 

be performed and repeated over a relatively long period (as opposed to one-off project type activities)

• These activities are executed by specialized technical staff, who often have to undergo technical training to 

learn how to perform each activity

• There is a focus on building repeatable, consistent actions that – if repeated frequently enough at the right 

level of quality – will ensure the success of the operation

• This is where the actual value of the organization is delivered and measured

• There is a dependency on investment in equipment or human resources or both

• The value generated, must exceed the cost of the investment and all other organizational overheads (such 

as management and marketing costs) if the business is to succeed.
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IT operations control also performs the following specific tasks:

• Console management/operations bridge, which refers to defining central observation and monitoring 

capability and then using those consoles to exercise event management, monitoring and control activities 

• Job scheduling, or the management of routine batch jobs or scripts

• Backup and restore on behalf of all technical and application management teams and departments and 

often on behalf of users

• Print and output management for the collation and distribution of all centralized printing or electronic output

• Performance of maintenance activities on behalf of technical or application management teams or 

departments.
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To implement CSI successfully it is important to understand the different activities that need to be applied. The 

following activities support CSI:

• Reviewing management information and trends to ensure that services are meeting agreed service levels

• Reviewing management information and trends to ensure that the output of the enabling processes are 

achieving the desired results

• Periodically conducting maturity assessments against the process activities and associated roles to 

demonstrate areas of improvement or, conversely, areas of concern

• Periodically conducting internal audits verifying employee and process compliance

• Reviewing existing deliverables for appropriateness

• Periodically proposing recommendations for improvement opportunities

• Periodically conducting customer satisfaction surveys

• Reviewing business trends and changed priorities, and keeping abreast of business projections

• Conducting external and internal service reviews to identify CSI opportunities

• Measuring and identifying the value created by CSI improvements.
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W. Edwards Deming is best known for his management philosophy leading to higher quality, increased 

productivity, and a more competitive position. As part of this philosophy he formulated 14 points of attention for 

managers. Some of them are more appropriate to service management than others. For quality improvement he 

proposed the Deming Cycle or Circle. This cycle is particularly applicable in CSI

The PDCA cycle is critical at two points in CSI: implementation of CSI, and for the application of CSI to services 

and service management processes. At implementation, all four stages of the PDCA cycle are used. With 

ongoing improvement, CSI draws on the check and act stages to monitor, measure, review and implement 

initiatives.

The seven-step improvement process can be viewed as an example of an implementation of the PDCA cycle, 

with each of the steps falling within one of the phases of the cycle: Plan, Do, Check, Act.

The cycle is underpinned by a process-led approach to management where defined processes are in place, the 

activities are measured for compliance to expected values and outputs are audited to validate and improve the 

process.
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CSI approach

Figure above shows an overall approach to continual service improvement (CSI) and illustrates a continual cycle 

of improvement. This approach to improvement can be summarized as follows::

• What is the vision: Embrace the vision by understanding the high-level business objectives. The vision 

should align the business and IT strategies. 

• Where are we now: Assess the current situation to obtain an accurate, unbiased snapshot of where the 

organization is right now. This baseline assessment is an analysis of the current position in terms of the 

business, organization, people, process and technology.

• Where do we want to be: Understand and agree on the priorities for improvement based on a deeper 

development of the principles defined in the vision. The full vision may be years away but this step provides 

specific goals and a manageable timeframe.

• How do we get there:  Detail the CSI plan to achieve higher quality service provision by implementing ITSM 

processes

• Did we get there: Verify that measurements and metrics are in place to ensure that milestones were 

achieved, processes compliance is high, and business objectives and priorities were met by the level of 

service.

• How do we keep the momentum going: Finally, the process should ensure that the momentum for quality 

improvement is maintained by assuring that changes become embedded in the organization.
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In general, a metric is a scale of measurement defined in terms of a standard, i.e. a well-defined unit. Metrics 

are a system of parameters or ways of quantitative assessment of a process that is to be measured. Metrics 

define what is to be measured. Metrics are usually specialized by the subject area, in which case they are valid 

only within a certain domain and cannot be directly benchmarked or interpreted outside it. Generic metrics, 

however, can be aggregated across subject areas or business units of an enterprise. 

Metrics are used in several business models including CMMI, COBIT and Six Sigma. These measurements or 

metrics can be used to track trends, productivity, resources and much more. Typically, the metrics tracked are 

KPIs.



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

186© 2012 QAI India Ltd.   I 



ITIL® Foundation in IT Service Management ITIL Foundation v 2011 – V2

187© 2012 QAI India Ltd.   I 

It is important to note that improvements in quality should not be implemented if there is a cost associated with 

the improvement and if this cost has not been justified. Every potential improvement opportunity will have to 

have a business case justification to show that the business will have an overall benefit.
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The following are some of the areas where service management can benefit from automation:

• Design and modelling

• Service catalogue

• Pattern recognition and analysis

• Classification, prioritization and routeing

• Detection and monitoring

• Optimization.
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1. Which is NOT a source of best practice? 

 

a) Standards 

b) Technology 

c) Academic research 

d) Internal experience 

 

 

2. Which three are the characteristics of ITIL guidance that help to make it successful?   

 

a) Prescriptive, best practice and solution specific   

b) Publicly available, prescriptive and best practice 

c) Vendor neutral, non-prescriptive and best practice 

d) Publicly available, solution specific and vendor neutral 

 

 

3. What is the ITIL term for customers of an IT service provider who purchase services as agreed in a 

legal contract? 

 

a) Strategic customers 

b) External customers 

c) Valued customers 

d) Internal customers 
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4. Which is NOT defined as part of every process? 

 

a) Roles 

b) Inputs and outputs 

c) Functions 

d) Metrics 

 

 

5. In which areas would ITIL complementary guidance provide assistance? 

 

1. Adapting best practice for specific industry sectors 

2. Creating service application interfaces 

3. Specialized practices for IT recruitment 

4. Integrating ITIL with other operating models 

 

a) 1 and 2 

b) 2 and 3 

c) 3 and 4 

d) 1 and 4 

 

 

6. Which is an objective of service transition? 

 

a) To negotiate service levels for new services 

b) To ensure that service changes create the expected business value 

c) To reduce the impact of business critical service outages on key services 

d) To plan and manage entries in the service catalogue 
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7. Which lifecycle stage ensures that the impact of service outages is minimized on a day-to-day 

basis? 

 

a) Service design 

b) Service operation 

c) Continual service improvement 

d) Service transition 

 

 

8. Which is the BEST description of a service catalogue? 

 

a) A document used by IT staff to identify activities that must be performed 

b) A list of all service level agreements (SLAs) 

c) A list of all business requirements that have not yet become services 

d) The part of the service portfolio that is visible to customers 

 

 

9. Which of the following is concerned with policy and direction? 

 

a) Capacity management 

b) Governance 

c) Service design 

d) Service level management 
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10. Which is an example of an operational level agreement (OLA)? 

 

a) A document that outlines agreements between service providers in the same organization 

b) A document that outlines the responsibilities of both the IT service provider and the customer 

c) A document that describes to a customer how services will be operated on a day-to-day basis  

d) A document that describes business services and their service level targets to operational staff 

 

 

11. A known error record has been created after completing diagnosis of a problem but before finding a 

workaround.  

 

Is this a valid approach? 

 

a) Yes: a known error record can be created at any time it is prudent to do so 

b) No: a known error record should be created before the problem is logged 

c) No: a known error record is created when the original incident is raised 

d) No: a known error record should be created with the next release of the service 

 

 

12. Which is used to communicate a high level description of a major change that involved significant 

cost and risk to the organization? 

 

a) Change proposal 

b) Change policy 

c) Service request 

d) Risk register 
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13. Which person or group is responsible for agreeing service targets with the service provider? 

 

a) The user 

b) The customer 

c) The supplier 

d) The service desk staff 

 

 

14. Which of the following is TRUE regarding value? 

 

a) Value is defined by the customer 

b) Value is defined by the cost of the service  

c) Value is determined by the features offered to the customer 

d) Value is determined in financial terms only  

 

 

15. Software and technology are examples of which of the four Ps? 

 

a) Processes 

b) Performance 

c) Products 

d) Partners 

 

  



ITIL Foundation Examination 
 

 

 
© AXELOS Limited 2016.  

AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 
The AXELOS swirl logo is a trade mark of AXELOS Limited.  

Reproduction of this material requires the permission of AXELOS Limited. 
All rights reserved. 

8 

EN_ITIL_FND_2011_SamplePaperC_V2.1 

 

 

16. What is the MAIN reason for a service provider to understand the five aspects of service design? 

 

a) To prevent security breaches in mission critical services 

b) To ensure a holistic, results-driven approach  

c) To allow service design to cut costs 

d) To prevent breaches of service level agreements (SLAs) 

 

 

17. Which is the CORRECT set of steps in the Continual Service Improvement (CSI) approach? 

 

a) Devise a strategy; Design the solution; Transition into production; Operate the solution; 

Continually improve 

b) ‘Where do we want to be?’; ‘How do we get there?’; ‘Who plans the improvement?’; ‘How do we 

know we arrived?’; ‘How do we keep the momentum going?’ 

c) Identify the required business outcomes; Plan how to achieve the outcomes; Implement the 

plan; Check the plan has been properly implemented; Improve the solution 

d) ‘What is the vision?’; ‘Where are we now?’; ‘Where do we want to be?’; ‘How do we get there?’; 

‘Did we get there?’; ‘How do we keep the momentum going?’ 

 

 

18. Which three types of metric support Continual Service Improvement (CSI) activities? 

 

a) Technology metrics, service desk metrics and Key Performance Indicator (KPI) metrics 

b) Process metrics, software metrics and financial metrics 

c) Technology metrics, process metrics and service metrics 

d) Service metrics, technology metrics and Key Performance Indicator (KPI) metrics  
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19. Which part of Financial Management for IT services deals with predicting and controlling income 

and expenditure within the organization? 

 

a) Accounting 

b) Budgeting 

c) Cost models 

d) Charging 

 

 

20. What is the PRIMARY process for strategic communication with the service provider's customers? 

 

a) Service catalogue management 

b) Service portfolio management 

c) Service desk 

d) Business relationship management 

 

 

21.  Which of these recommendations are best practice for service level agreements?  

 

1. Include legal terminology in service level agreements (SLAs)  

2. Ensure all the targets in an SLA are measurable.  

3. Ensure the SLA is signed by both customer and provider  

4. Include the service hours and cost of delivering the service  

 

a) 1 and 2 

b) 2 and 3 

c) 3 and 4 

d) 1 and 4   
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22. Which is the BEST description of a service-based service level agreement (SLA)? 

 

a) An agreement with an individual customer group, covering all the services that they use 

b) An agreement that covers one service for a single customer 

c) An agreement that covers service-specific issues in a multi-level SLA structure 

d) An agreement that covers one service for all customers of that service 

 

 

23. Which is NOT a responsibility of service catalogue management? 

 

a) Ensuring that information about live IT services is accurate 

b) Ensuring that service level agreements are maintained 

c) Ensuring that information in the service catalogue is consistent with the service portfolio 

d) Ensuring that all operational services are recorded in the service catalogue 

 

 

24. Which is NOT an objective of supplier management? 

 

a) Maintaining the supplier policy 

b) Supplier categorization and risk assessment  

c) Maintaining the service knowledge management system  

d) Identifying opportunities for the continual service improvement register 

 

 

  



ITIL Foundation Examination 
 

 

 
© AXELOS Limited 2016.  

AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 
The AXELOS swirl logo is a trade mark of AXELOS Limited.  

Reproduction of this material requires the permission of AXELOS Limited. 
All rights reserved. 

11 

EN_ITIL_FND_2011_SamplePaperC_V2.1 

 

 

25. Which process has the objective: “To ensure all service models conform to strategic, architectural, 

governance, and other corporate requirements”? 

 

a) Service portfolio management 

b) Design coordination 

c) Service level management 

d) Change management 

 

 

26. Which statement about the emergency change advisory board (ECAB) is CORRECT? 

 

a) The ECAB considers every high priority request for change 

b) The review of completed emergency changes is one of the duties of the ECAB 

c) The ECAB will be used for emergency changes where there may not be time to call a full CAB 

d) The ECAB will be used when a full CAB has a large backlog of changes 

 

 

27. Who normally chairs a change advisory board (CAB)? 

 

a) Change manager 

b) Service owner 

c) Change initiator 

d) Business relationship manager 

 

  



ITIL Foundation Examination 
 

 

 
© AXELOS Limited 2016.  

AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 
The AXELOS swirl logo is a trade mark of AXELOS Limited.  

Reproduction of this material requires the permission of AXELOS Limited. 
All rights reserved. 

12 

EN_ITIL_FND_2011_SamplePaperC_V2.1 

 

 

28. What is the second phase in release and deployment management? 

 

a) Review and close 

b) Authorize changes 

c) Release build and test 

d) Release and deployment planning 

 

 

29. Which process has the objective: "to improve the quality of management decision making by 

ensuring that reliable and secure information is available throughout the lifecycle"? 

 

a) Knowledge management 

b) Availability management 

c) Service asset and configuration management 

d) Change management 

 

 

30. Which process helps to ensure that new or changed services are established in supported 

environments within the predicted cost, quality and time estimates? 

 

a) Financial management for IT Services 

b) Capacity management 

c) Transition planning and support 

d) Change management 
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31. Which should be done when closing an incident?  

 

1. Check the incident categorization and correct it if necessary  

2. Check that the user is satisfied with the outcome 

3. Record a known error record with the resolution 

4. Perform an incident review for lessons learned 

 

a) 1 and 2 

b) 2 and 3 

c) 3 and 4 

d) 1 and 4 

 

 

32. Which BEST describes hierarchic escalation? 

 

a) Notifying more senior levels of management about an incident 

b) Passing an incident to people with a greater level of technical skill 

c) Using more senior specialists than necessary to resolve an incident to maintain customer 

satisfaction 

d) Failing to meet the incident resolution times specified in a service level agreement 

 

 

33. A significant, unresolved problem is likely to cause major business disruption. Where is this MOST 

LIKELY to be escalated to? 

 

a) IT service continuity management 

b) Availability management 

c) Incident management 

d) Change management 

 

  



ITIL Foundation Examination 
 

 

 
© AXELOS Limited 2016.  

AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 
The AXELOS swirl logo is a trade mark of AXELOS Limited.  

Reproduction of this material requires the permission of AXELOS Limited. 
All rights reserved. 

14 

EN_ITIL_FND_2011_SamplePaperC_V2.1 

 

 

34. Which process will regularly analyze incident data to identify discernable trends? 

 

a) Service level management 

b) Problem management 

c) Change management 

d) Event management 

 

 

35. Which is the BEST description of a service request? 

 

a) A request from a user for information, advice or for a standard change 

b) Anything that the customer wants and is prepared to pay for 

c) Any request or demand that is entered by a user via a self-help web-based interface 

d) Any request for change (RFC) that is low-risk and which can be approved by the change 

manager without a change advisory board (CAB) meeting 

 

 

36. Which service desk organizational structure is NOT described in ‘Service Operation’?  

 

a) Local service desk  

b) IT help desk  

c) Virtual service desk  

d) Follow the sun 
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37. Which function or process would provide staff to monitor events in an operations bridge? 

 

a) Technical management 

b) IT operations management 

c) Request fulfilment 

d) Applications management 

 

 

38. What is a process owner NOT responsible for? 

 

a) Defining the process strategy 

b) Communication of process information or changes to ensure awareness 

c) Developing IT plans that meet and continue to meet the IT requirements of the business 

d) Identifying improvement opportunities for inclusion in the CSI register 

 

 

39. What is the role of a person if they are categorized as "I" in a RACI matrix? 

 

a) They are accountable for the outcome of the activity 

b) They must perform an activity 

c) They must be kept up to date on the progress of an activity 

d) They manage an activity 
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40. Which of these can be introduced to provide; improved detection and monitoring, pattern recognition 

analysis and service optimization? 

 

a) Service automation 

b) The DIKW structure 

c) Demand management 

d) Standard changes 

 

 

 

END OF EXAMINATION 



 
 

 
© AXELOS Limited 2016.  

AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 
The AXELOS swirl logo is a trade mark of AXELOS Limited.  

Reproduction of this material requires the permission of AXELOS Limited. 
All rights reserved. 

1 

EN_ITIL_FND_2011_SamplePaperD_V2.1 
 

 

 

 

 

 

 

 

ITIL Foundation Examination 
 

 
 
 

Sample Paper D 
 
 
Question Booklet 
 

 
 

Multiple Choice 
 
 

Exam Duration: 60 minutes 
 

 
 

Instructions 

 

1. You should attempt all 40 questions. Each question is worth one mark. 

2. Mark your answers on the answer sheet provided. Use a pencil (NOT ink pen). 

3. There is only one correct answer per question. 

4. You have 60 minutes to complete this paper. 

5. You must achieve 26 or more out of a possible 40 marks (65%) to pass this 

examination.  



ITIL Foundation Examination 
 

 

 

© AXELOS Limited 2016.  
AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 

The AXELOS swirl logo is a trade mark of AXELOS Limited.  
Reproduction of this material requires the permission of AXELOS Limited. 

All rights reserved. 

2 

EN_ITIL_FND_2011_SamplePaperD_V2.1 
 

 

1. Which of the following examples is a source of best practice? 

 

a) A hardware supplier 

b) A service management tool 

c) ISO / IEC 20000 

d) A consultancy organization  

 

 

2. Which is the CORRECT explanation of how a service facilitates an outcome? 

 

a) By enhancing the performance of associated tasks and reducing the effect of constraints 

b) By comparing service value with service cost to ensure there is an equal ratio 

c) By ensuring data is translated directly into wisdom allowing better business decisions to be 

made  

d) By allowing the achievement of contractual obligations and avoiding financial penalties 

 

 

3. What ITIL term is used for customers of IT services who do NOT work in the same organization 

as the service provider? 

 

a) Strategic customers 

b) External customers 

c) Valued customers 

d) Internal customers  
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4. What should be defined for every process? 

 

a) The process owner, process policy and set of process activities 

b) The service owner, service level agreement and set of process procedures 

c) The policy owner, operational level agreement and set of process steps 

d) The service manager, service contract and set of work instructions 

 

 

5. All of the stages of the ITIL lifecycle have a role to play in ensuring the delivery of high quality IT 

services at optimum cost. 

 

Which of these has the BEST opportunity to prevent difficulties as early as possible and minimize 

the cost of any remedial work? 

 

a) Service transition 

b) Continual service improvement (CSI) 

c) Service design 

d) Service operation 

 

 

6. Which is NOT part of the service transition stage of the service lifecycle? 

 

a) Successfully deploying service releases into supported environments 

b) Designing and developing capabilities for service management 

c) Ensuring that service changes create the expected business value 

d) Planning the resources required to manage a release  
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7. Which is an objective of service operation?  

 

a) To coordinate and carry out the activities and processes required to deliver services to the 

business and manage them at agreed levels  

b) To successfully release services into a live or supported environment  

c) To identify opportunities to provide services and exploit them  

d) To define the capability required to deliver the IT strategy 

 

 

8. Which is the BEST description of a business case? 

 

a) A decision support and planning tool that details the likely consequences of a business action 

b) A document that details the terms of a service for  particular customers in the same company 

c) A complaint by the business about a missed service level 

d) The terms and conditions in an IT outsource contract  

 

 

9.  Which of these statements about service asset and configuration management is CORRECT?  

 

1. A configuration item (CI) can be a component part of one or more other CIs 

2. How an organization groups components into configuration items will depend on the level of 

control they wish to exert 

3. A single configuration management database (CMDB) is the objective for an organization 

4. All CMDB audits should be conducted by external auditors using a CMDB standard 

 

a) 1 and 2 

b) 2 and 3 

c) 3 and 4 

d) 1 and 4  
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10. Which BEST defines availability? 

 

a) How quickly a service or component can be restored after failure 

b) The ability of a third party supplier to meet the terms of its contract 

c) The ability of a service desk to restore service to configuration items (CIs) and infrastructure 

components 

d) The ability of a service, component or CI to perform its agreed function when required 

 

 

11. The definitive media library is the responsibility of: 

 

a) Facilities management 

b) Access management 

c) Request fulfilment 

d) Service asset and configuration management 

 

 

12. ‘A cause of one or more incidents’ is the ITIL definition of which of these terms? 

 

a) A known error 

b) A workaround 

c) A problem 

d) A root cause 
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13. Where would all the possible service improvement opportunities be recorded? 

 

a) CSI register 

b) Known error database 

c) Capacity management information system 

d) Configuration management database 

 

 

14. Which is NOT a defined area of value? 

 

a) Customer preferences 

b) Business policies 

c) Customer perceptions 

d) Business outcomes 

 

 

15. An Internal IT department would be considered which one of the ‘four Ps’ of service design? 

 

a) Provider 

b) People 

c) Partner 

d) Performer 
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16. Which do technology metrics measure? 

 

a) Components 

b) Processes 

c) The end-to-end service 

d) Customer satisfaction 

 

 

17. What is the next step in the continual service improvement (CSI) approach: 

 

1. What is the vision?  

2. Where are we now?  

3. Where do we want to be?  

4. How do we get there?  

5. Did we get there?  

6. ? 

 

a) What is the return on investment (ROI)? 

b) How much did it cost? 

c) How do we keep the momentum going? 

d) What is the value on investment (VOI)? 

 

 

18. Which do service metrics measure? 

 

a) Functions 

b) Maturity and cost 

c) The end-to-end service 

d) Infrastructure availability 

 

  



ITIL Foundation Examination 
 

 

 

© AXELOS Limited 2016.  
AXELOS® and ITIL® are registered trademarks of AXELOS Limited. 

The AXELOS swirl logo is a trade mark of AXELOS Limited.  
Reproduction of this material requires the permission of AXELOS Limited. 

All rights reserved. 

8 

EN_ITIL_FND_2011_SamplePaperD_V2.1 
 

 

19. In which document would you expect to see an overview of actual service achievements against 

targets? 

 

a) Operational level agreement (OLA) 

b) Capacity plan 

c) Service level agreement (SLA) 

d) SLA monitoring (SLAM) chart  

 

 

20. Where should a customer’s initial service targets be recorded before the service level agreement 

(SLA) is produced? 

 

a) In an operational level agreement (OLA) 

b) In a list of service level requirements (SLR) 

c) In the service catalogue 

d) In the configuration management database (CMDB) 

 

 

21. The remediation plan should be evaluated at what point in the change lifecycle? 

 

a) Before the change is approved 

b) Immediately after the change has failed and needs to be backed out 

c) After implementation but before the post implementation review 

d) After the post implementation review has identified a problem with the change 
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22. Which of the following lists shows change types defined in ITIL? 

 

a) Strategic, emergency and normal 

b) Strategic, urgent and emergency 

c) Standard, urgent and normal 

d) Standard, emergency and normal 

 

 

23. Which is the BEST reason for categorizing incidents? 

 

a) To identify trends for use in problem management and other IT service management activities 

b) To ensure service levels are met and breaches of agreements are avoided 

c) To enable the incident management database to be partitioned for greater efficiency 

d) To identify whether the user is entitled to log an incident for this particular service 

 

 

24. What should be documented in an incident model? 

 

1. Chronological order of steps to resolve the incident  

2. Details of the service level agreement (SLA) targets and reliability  

3. Details of agreed service continuity requirements 

4. Escalation procedures for who should be contacted and when 

 

a) 1 and 2 

b) 2 and 3 

c) 3 and 4 

d) 1 and 4 
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25. Which process is responsible for eliminating recurring incidents and minimizing the impact of 

incidents that cannot be prevented? 

 

a) Service level management 

b) Problem management 

c) Change management 

d) Event management 

 

 

26. With which process is problem management likely to share categorization and impact coding 

systems? 

 

a) Incident management 

b) Service asset and configuration management 

c) Capacity management 

d) IT service continuity management 

 

 

27. Which process includes ‘facilitating good stewardship of service and customer assets’ as an 

objective? 

 

a) Service level management 

b) Financial management for IT services 

c) Change evaluation 

d) Service catalogue management 
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28. Which process is responsible for recording the current details, status, interfaces and 

dependencies of all live services and services that are about to be implemented? 

 

a) Service level management 

b) Service catalogue management 

c) Demand management 

d) Service transition 

 

 

29. Which process includes business, service and component sub-processes? 

 

a) Capacity management 

b) Incident management 

c) Service level management 

d) Financial management 

 

 

30. Which service design process would ensure that utility and warranty requirements are properly 

addressed in all service designs? 

 

a) Availability management 

b) Capacity management 

c) Design coordination 

d) Release and deployment management  
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31. Which process is responsible for ensuring that appropriate testing takes place? 

 

a) Knowledge management 

b) Release and deployment management 

c) Service asset and configuration management 

d) Service level management 

 

 

32. Which term describes the experiences, ideas, insights and values of individuals? 

 

a) Data 

b) Information 

c) Knowledge 

d) Governance 

 

 

33. What is the purpose of transition planning and support? 

 

a) Provide overall planning for service transitions and coordinate the resources they require 

b) Ensure that all service transitions are properly authorized 

c) Provide the resources to allow all infrastructure elements of a service transition to be 

recorded and tracked 

d) To define testing scripts to ensure service transitions are unlikely to ever fail 
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34. Which would NOT involve event management? 

 

a) Intrusion detection 

b) Recording and monitoring environmental conditions in the data centre 

c) Recording service desk staff absence 

d) Monitoring the status of configuration items 

 

 

35. Which process is responsible for dealing with complaints, comments, and general enquiries from 

users? 

 

a) Service level management 

b) Service portfolio management 

c) Request fulfilment 

d) Demand management 

 

 

36. Which is the BEST description of a centralized service desk? 

 

a) The desk is co-located within or physically close to the user community it serves 

b) The desk uses technology and other support tools to give the impression that multiple desk 

locations are in one place 

c) The desk provides 24 hour global support 

d) There is a single desk in one location serving the whole organization 
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37. Which is an objective of application management? 

 

a) Defining where the vendor of an application should be located 

b) Ensuring that the required functionality is available to achieve the required business outcome 

c) Evaluating the patterns of business activity by types of users  

d) Agreeing the service levels for the service supported by the application 

 

 

38. Which statement about a service owner is INCORRECT? 

 

a) Carries out the day-to-day monitoring and operation of the service they own 

b) Contributes to continual improvement affecting the service they own 

c) Is a stakeholder in all of the IT processes which support the service they own 

d) Is accountable for a specific service within an organization 

 

 

39. Which rule should be followed when defining a RACI authority matrix? 

 

a) More than one person is accountable 

b) At least one person is consulted 

c) Only one person is accountable 

d) Only one person is responsible 
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40. Which does NOT benefit from service automation? 

 

a) Monitoring 

b) Wisdom  

c) Pattern recognition 

d) Prioritization 
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